POLITYKA OCHRONY DANYCH OSOBOWYCH

Administrator danych osobowych: Marta Lenczewska prowadzaca dziatalnos¢ gospodarcza
pod firmag SENSOCHATKA Marta Lenczewska

Adres: ul. Piaseczna 37, 70-892 Szczecin, NIP: 9551979473, E-mail: kontakt@sensochatka.pl,
Telefon: +48 575 497 195

Data wprowadzenia polityki: 04.07.2025r.

I. WPROWADZENIE

1. Niniejsza Polityka Ochrony Danych Osobowych (dalej: "Polityka") okresla zasady
przetwarzania danych osobowych przez Administratora, w szczegoOlnosci danych dzieci
uczestniczacych w  zajeciach, ich rodzicow/opiekunéw prawnych oraz o0s6b
wspotpracujacych z Administratorem.

2. Polityka obejmuje przetwarzanie danych w formie papierowej i elektronicznej, w tym
réwniez za posrednictwem poczty elektronicznej, mediow spotecznosciowych oraz
formularzy online.

3. Dokument ma charakter wewnetrzny i jest przyjmowany przez Administratora jako
wyraz nalezytej staranno$ci w zakresie zgodnosci dziatalnosci z przepisami RODO.

4. Polityka Ochrony Danych wraz z zatacznikami wchodzi w zycie z dniem jej podpisania
przez Administratora. :

5. W przedmiocie spraw nieuregulowanych Polityks Ochrony Danych Osobowych,
zastosowanie znajdujg przepisy prawa powszechnie obowiazujgcego.

6. Polityka znajduje zastosowanie do wszystkich czynnoSci przetwarzania danych
osobowych realizowanych przez Administratora, w tym w zakresie prowadzenia zajec¢
dla dzieci, obstugi klientéw, wspotpracy z kontrahentami oraz dziatan promocyjnych.

II. ZASADY PRZETWARZANIA DANYCH

1. Administrator danych osobowych przetwarza dane osobowe zgodnie z przepisami
RODO i na zasadach przyjetych w niniej szej Polityce ochrony danych osobowych, 1%
a) legalnie, rzetelnie i przejrzyscie wobec oséb, ktérych dane dotycza.
b) w konkretnych i uzasadnionych celach, np.:
~ prowadzenie zapisow na zajecia,
— zapewnienie bezpieczenstwa dzieci,
— wystawianie dokumentow rozliczeniowych,
— prowadzenie dokumentacji terapeutycznej,
— publikacja wizerunku w celach promocyjnych (za zgod3).
¢) przetwarzane bedg tylko prawidtowe i aktualne dane, w zakresie niezbednym do
realizacji tych celow,
d) dane beda przechowywane przez czas nie dtuzszy, niz to konieczne,
e) celem ochrony danych Administratos storuje zabezpieczenia technicznie i
organizacyjnie.




. Administrator zapewnia zgodnosé przetwarzania danych osobowych z nastepujacymi
zasadami og6lnymi RODO:
a) przetwarzanie danych odbywa si¢ na podstawie okreslonej podstawy prawnej
(np. zgoda, wykonanie umowy, obowigzek prawny),
b) osoba, ktorej dane dotycza, ma mozliwosé tatwego skorzystania ze swoich praw
(dostep, sprostowanie, usuniecie, sprzeciw, itp.),
¢) w przypadku przetwarzania danych na podstawie zgody - zgoda jest
dobrowolna, konkretna, $wiadoma i mozliwa do wycofania w kazdej chwili.
. Administrator podejmuje dziatania majagce na celu zapewnienie doktadnosci i
aktualnosci danych oraz umozliwia ich aktualizacje przez osoby, ktérych dane dotycza.

III. ZAKRES DANYCH OSOBOWYCH

Administrator przetwarza dane osobowe niezbedne do realizacji celow okreslonych w
niniejszej Polityce, w tym:

a) dane dzieci: imie i nazwisko, data urodzenia, informacje o stanie zdrowia (w
tym alergie, choroby przewlekle, stosowane leki), a takze numer PESEL
(opcjonalnie),

b) dane opiekunéw: imie i nazwisko, adres zamieszkania (do rozliczen), telefon,
e-mail,

c) dane wspélpracownikéw/zleceniobiorcéw: imi¢ i nazwisko, adres
zamieszkania lub adres prowadzenia dziatalno$ci, numer PESEL lub NIP, numer
rachunku bankowego, dane kontaktowe (telefon, e-mail), a takze inne dane
niezbedne do zawarcia i rozliczenia umowy, zgloszenia do ubezpieczen
spotecznych lub spetnienia WYmogOw przepisow prawa, w tym dotyczacych
kwalifikacji zawodowych.

. Dane dotyczace zdrowia dzieci (np. alergie, przyjmowane leki, rozpoznania
specjalistyczne) przetwarzane sa wylgcznie:

a) w zakresie niezbednym do zapewnienia bezpieczenstwa dziecka podczas zajec,

b) poich dobrowolnym przekazaniu przez opiekuna prawnego,

c) na podstawie wyraznej zgody opiekuna (art. 9 ust. 2 lit. a RODO).

. Dane osobowe pozyskiwane sa bezposrednio od oséb, ktérych dotycza lub ich
przedstawicieli ustawowych.

IV. ODBIORCY DANYCH

Administrator moze ujawnia¢ dane osobowe wylacznie odbiorcom, ktérym przekazanie
danych jest niezbedne do realizacji celow przetwarzania, w szczegolnoscei:
a) biuru rachunkowemu prowadzacemu ksiegowo$¢ Administratora,
b) osobom prowadzacym zajecia z dzieémi — w zakresie niezbednym do realizacji
zajec oraz zapewnienia bezpieczenstwa uczestnikow,
¢) dostawcom ustug informatycznych, w tym podmiotom swiadczacym ustugi
hostingu, poczty elektronicznej, formularzy online i tworzenia kopii
zapasowych,
d) dostawcom ustug marketingowych i mediow spotecznosciowych (w zakresie
udostepniania treci promocyjnych — np. zdjeé, za zgods),




e) organom publicznym, upowaznionym na podstawie przepisow prawa (np. sady,
policja, sanepid, PUODO).

2. Administrator zawiera umowy powierzenia przetwarzania danych osobowych w
przypadkach wymaganych przepisami RODO, w szczegOlnosci z podmiotami
swiadczacymi ustugi ksiegowe, informatyczne i organizacyjne.

3. Administrator nie przekazuje danych osobowych do panstw trzecich ani organizacji
miedzynarodowych, chyba ze osoby, ktérych dane dotycza, wyraza na to zgode lub
bedzie to wymagane przepisami prawa.

V. SRODKI BEZPIECZENSTWA

1. Administrator wdraza odpowiednie érodki techniczne i organizacyjne zapewniajgce
stopien bezpieczenstwa odpowiadajacy ryzyku naruszenia praw lub wolnosci 0s0b,
ktorych dane dotycza, zgodnie z art. 32 RODO.

2. W szczego6lnoéci Administrator:

a) przechowuje dane osobowe w formie papierowej w zamykanej szafie,
znajdujacej sie¢ w pomieszczeniu niedostepnym dla oséb trzecich,

b) przechowuje dane elektroniczne na komputerze zabezpieczonym hastem,

c) stosuje regularne aktualizacje oprogramowania i systemow zabezpieczajacych
(w tym programow antywirusowych),

d) okresowo wykonuje kopie zapasowe danych, w sposob zapewniajacy
mozliwos$¢ ich odtworzenia,

e) stosuje szyfrowanie przesytanych danych (np. SSL w formularzach online — jesli
Administrator korzysta z takich formul arzy),

f) ogranicza dostep do danych tylko do 0s6b upowaznionych,

g) podejmuje dziatania majace na celu zabezpieczenie danych przed
przypadkowym ujawnieniem, utratg lub nieuprawnionym dostepem.

3. Administrator podejmuje réwniez $roki organizacyjne, takie jak:

a) zawieranie umoéw powierzenia przetwarzania danych z podmiotami
zewnetrznymi,

b) zapoznawanie wspotpracownikow z zasadami przetwarzania danych i
zobowiazanie ich do zachowania poufnosci,

¢) korzystanie z ushug dostawcow, ktorzy zapewniaja standardowe $rodki
bezpieczenstwa w zakresie przetwarzania danych osobowych

VI. MONITORING WIZYJNY

1. Administrator ~stosuje system monitoringu  wizyjnego w celu zapewnienia
bezpieczefistwa dzieci uczestniczacych w zajeciach, osob przebywajgcych na terenie
placowki, a takze ochrony mienia.

2. Monitoring moze obejmowaé:

a) teren wejscia do palcowki,

b) przestrzenie wspélne (np. korytarze, poczekalnie)

¢) wybrane sale zajeciowe w budynku — w szczegélnosci te, w ktorych prowadzone
sa zajecia z wigkszg liczba dzieci lub dzieci wymagajacych szczegdlnego
nadzoru




Kamery nie obejmuja pomieszczen sanitarnych ani miejsc, w ktorych dzieci przebieraja
si¢, odpoczywaja lub spozywaja positki.

. Rejestracja obrazu odbywa sie bez dzwigku. Nagrania przechowywane $3 przez okres
nie dtuzszy niz 30 dni, a po jego uptywie automatycznie usuwane, chyba ze stanowig
dowdd zdarzenia wymagajacego zabezpieczenia.

. Dostgp do zapisébw posiada wylacznie Administrator oraz osoby przez niego
upowaznione. Nagrania moga byé udostepniane wylacznie organom publicznym w
zakresie przewidzianym przepisami prawa.

. Rodzice/opiekunowie dzieci sa kazdorazowo informowani o stosowaniu monitoringu w
placéwee, a w przypadku objecia monitoringiem takze sal zajeciowych — wymagane
jest uzyskanie ich uprzedniej, dobrowolnej zgody. Administrator, przed wdrozeniem
monitoringu w salach zajeciowych, dokonuje analizy skutkéw dla ochrony danych

(DPIA).

VII. REALIZACJA PRAW OSOB, KTORYCH DANE DOTYCZA

Administrator zapewnia realizacje praw oséb, ktorych dane przetwarza, zgodnie z art.
15-22 RODO, w szczegblnosci prawa do:

a) dostepu do danych osobowych,

b) sprostowania (poprawienia) danych,

¢) usunigcia danych (,,prawo do bycia zapomnianym”),

d) ograniczenia przetwarzania,

¢) przenoszenia danych do innego administratora,

f) wniesienia sprzeciwu wobec przetwarzania danych,

g cofnigcia zgody na przetwarzanie danych — w dowolnym momencie i bez

wplywu na zgodnosé z prawem przetwarzania przed jej cofnieciem,

h) wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych.
. W przypadku danych dzieci, prawa te moga by¢ wykonywane przez rodzicow lub
opiekunéw prawnych.
Whnioski w sprawie realizacji praw mozna kierowaé na adres e-mail Administratora.
Odpowiedzi udzielane sg niezwlocznie, nie pozniej niz w terminie 1 miesigca od
otrzymania zadania, z mozliwoscig przedtuzenia tego terminu o kolejne 2 miesigce w
przypadkach szczegolnie skomplikowanych.
Administrator nie podejmuje wobec 0sob, ktorych dane dotycza, decyzji opierajacych
si¢ wylacznie na zautomatyzowanym przetwarzaniu danych, w tym profilowaniu.

VIIL RETENCJA I ARCHIWIZACJA DANYCH

- Dane osobowe s3 przechowywane przez okres niezbedny do realizacji celow, dla
ktorych zostaly zebrane, a nastepnie przez okres wynikajacy z przepisow prawa lub
uzasadnionych intereséw Administratora, w szczegolnosci:
a) przez okres trwania wspotpracy — w zakresie niezbednym do udziatu dziecka w
zajeciach;
b) do 6 lat po zakonczeniu wspoipracy — w zakresie danych przetwarzanych w
celach podatkowych i ksiegowych,
¢) do 3 lat — dla celéw ustalenia, dochodzenia lub obrony przed roszczeniami
cywilnoprawnymi,



d) lub do momentu cofniecia zgody — dla danych przetwarzanych na podstawie
zgody.
2. Po uplywie wskazanych okreséw dane sa trwale usuwane, a w uzasadnionych
przypadkach — anonimizowane.
3. W przypadku trwajacego postepowania (np. reklamacyjnego, sagdowego) dane moga
by¢ przechowywane do czasu jego ostatecznego zakonczenia.

IX. DOKUMENTACJA WEWNETRZNA

1. W ramach wdrozonego systemu ochrony danych osobowych Administrator prowadzi i

aktualizuje:

a) rejestr czynnosci przetwarzania danych — w zakresie podstawowych procesow (np.
zapis na zajecia, kontakt z rodzicami, rozliczenia, monitoring),

b) rejestr udzielonych upowaznien do przetwarzania danych,

¢) rejestr naruszef ochrony danych osobowych,

d) ewidencje zgod rodzicow/opiekunow,

€) procedure reagowania na naruszenia i procedure realizacji praw oséb, ktorych dane
dotycza

f) wzor oceny skutkéw dla ochrony danych (DPIA),

g) analize ryzyka dla proceséw przetwarzania danych,

h) umowy powierzenia przetwarzania danych,

1) wzory formularzy informacyjnych i formularzy zgod.

X. POSTANOWIENIA KONCOWE

Polityka obowiazuje od dnia jej przyjecia przez Administratora. Moze by¢ aktualizowana w
zaleznosci od zmian przepiséw prawa lub sposobu prowadzenia dziatalnosci.

Podpis Administratora&_/))_%ktfzke@&k.x@.’ OIKVAQ,




